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Supporting the Windows 2000 Desktop Client 


This course is intended for a broad range of computer users whose goal is to administer or support Windows NT and Windows 2000 networks.

This course’s goal is to provide personnel who are new to Windows networking with the knowledge required to understand and identify the tasks involved in supporting Windows networks.  This is an introductory course, designed to provide an overview of networking concepts and how they are implemented in Windows-based networks.

By design, this course does not focus on administration functions.  It focuses on the day-to-day administrative tasks that a level 1 or level 2 technician would be expected to perform.  An understanding of system operations is required before addressing management of systems.  This course provides the necessary foundation for administrative training. 

Skills Learned

At the end of the course, students should be able to do the following:

· Describe the principal features of Windows NT and Windows 2000 and the fundamentals of networking with those systems

· Describe the types of user accounts and the principal security features of a Windows-based network

· Identify tools used to perform various first and second-level administrative tasks

· Describe the features of common protocols used in a Windows 2000 network

· Describe the fundamentals of TCP/IP, including name resolution, routing, and IP addressing 

· Describe the fundamentals of Classless Inter-Domain Routing (CIDR)

· Describe the network communication models used in a Windows 2000 network

· Differentiate between the various types of network architectures

· Describe the common physical components used for network communication

· Describe the concepts and protocols for remote access communication

· Identify the features and fundamental operations of logon and authentication processes in Windows-based networks

· Identify the purpose and mechanics behind access control in Windows Networks

· Configure and maintain client network connections.

· Configure common desktop management features

· Understand the principals behind client/server computing

· Create and manage files using the NT File System

· Understand the operation of printing in Windows networks

· Understand the operation and use of applications in Windows NT and Windows 2000

· Understand and describe the fundamentals of Data protection and Information Assurance

Chapters

· Chapter 0 - Introduction to Information Assurance and Network Security

· Chapter 1 - System Startup and Shutdown

· Chapter 2 - Network Standards and Configurations

· Chapter 3 - Startup and Shutdown on the Network

· Chapter 4 - Local Logon and Authentication

· Chapter 5 - Configuring the Workspace

· Chapter 6 - Network Logon and Authentication

· Chapter 7 - Connecting to Servers

· Chapter 8 - Creating and Managing Files

· Chapter 9 - Using Applications

· Chapter 10 – How Printing Works

· Chapter 11 –Client-Server Computing

· Chapter 12 – System and Data Protection

Prerequisites

Before attending this course, students must be able to demonstrate the following skills:

· Proficiency using the Windows interface to locate, create, and manipulate folders and files and to configure the desktop environment

· General knowledge of computer hardware components, including memory, hard disks, and CPUs

· General knowledge of networking concepts, including network operating system, server-client relationship, and local area network (LAN)

